**Завдання для практичного заняття до теми 2-3**

1. Вивчити засіб настроювання аутентифікації, реалізованої при вході в операційну систему Windows. Для цього необхідно запустити утиліту «*Облікові записи користувачів*», набравши в командному рядку ім'я утиліти control userpasswords2 або з меню «*Мій комп'ютер/керування/локальні користувачі й групи*». Зробити зміни залежно від варіанта.
2. Настроїти доступ користувачів і груп до файлів і директорій операційної системи Windows, для цього відкрити властивості директорії й вибрати вкладку «*Безпеки*» «*Security*». Зробити зміни, залежно від варіанта.
3. Настроїти розмежування прав доступу користувачів і груп до ОС Windows за допомогою настроювання локальної політики, для цього запустити з командного рядка утиліту *secpol.msc*. Зробити зміни залежно від варіанта.
4. Настроїти необхідні служби для роботи локального комп'ютера, відповідно до варіанта, для цього запустити утиліту *services.msc*. Перевірити список запущених служб, за допомогою виклику з командного рядка утиліти *cmd.exe* і команди *net start*.
5. Ознайомитися з настроюванням забезпечення безпеки ОС Windows, за допомогою оснащення «*Настроювання системи*», для цього запустити з командного рядка утиліту *msconfig*. Зробити зміни залежно від варіанта.
6. Настроїти файл завантаження системи. Для цього необхідно, залежно від варіанта, зробити зміни параметрів завантаження у файлі *С:\boot.ini*.
7. Настроїти рівні доступу в Інтернет стандартними способами ОС Windows *Internet Explorer* (низький, середній, високий). Зробити зміни, залежно від варіанта.
8. Настроїти засоби автоматичного відновлення ОС Windows. Зробити зміни залежно від варіанта.
9. Настроїти стандартний брандмауер ОС Windows (рівень захищеності –

низький, середній, високий). Зробити зміни залежно від варіанта.

1. Забезпечити захист даних локальної робочої станції, за допомогою реєстру, для цього запустити утиліту *RegEdit* і зробити зміни залежно від варіанта.