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JlabopaTopna pobota Ne7
HanawTtysaHHA Nagios moHiTopuHry Windows Ha 6a3i NRPE (Nagios Remote Plugin Executor).

MerTta: dopmyBaHHA MPaKTMUYHUX HABMYOK HanalTyBaHHA MoHiTopuHry Windows-cepsepiB y cuctemi Nagios 3a
aonomoroto B3aemogii NSClient++ 3 NRPE, a TaKOX MOHITOPUHIY OCHOBHUX CNYXKO AOMEHHUX KOHTPOJIEPIB.

IHcTpymeHTU: rinepsisop VirtualBox, mozenb Komn'toTepHOI Mepexi.

TeopeTUYHi BigoMoCTi
Ha puc.7.1. HaBegeHa Mmofenb KOMM'tOTEPHOI Mepexki, nmobygoBaHa nif 4ac BMKOHAHHA nNonepeaHix
nabopaTopHux pobit. o Nagios-cepsepy Serv-G-N-3 T1a gocnigHoro cepsepy Ubuntu Serv-G-N-3 HanawTtosaHo SSH
poctyn yepe3 NAT Network ana VirtualBox Host.

Serv-G-N-1
(NSClient++)
Serv-G-N-3 =
(Nagios Core) —

NatNetwork
(Gateway/DNS/DHCP)

Serv-G-N-4 (NCPA+NRPE)

Puc. 7.1. Tononozia mepexci

Ha cepsepi Serv-G-N-3 po3ropHyTO CMCTEMY MOHITOPUHTY Ha 6a3i Nagios 4.X. MOHITOpUHI OCHOBHMX cepBiciB
cepepy Serv-G-N-1 BuKoHyeTbca 3a gonomoroto NSClient++. OcHoBHi cepBick pobouoi ctaHuii WS-G-N-1 ta Ubuntu-
cepsepy Serv-G-N-4 Bigcnigkosytotbca 3a gonomoroto NCPA ta NRPE. HanawTosaHo nmigkntoveHHA 3 xocty NAT
Network no npotokony HTTP fo0 cuctemMy MOHITOPUHIY Nif, KOpUCTyBavem nagios.

NRPE po3pobnenuin, wob no3sonutn sanyckatv naariiy Nagios Ha BigganeHux mawwmHax Linux/Unix, ane
ycniwHo B3aemogie 3 NSClient++ Ha Windows.

Windows cepsep. Serv-G-N-1.

Puc. 7.2. B3aemodis Nagios 3 NSClient++ Ha Windows 3a donomoezoto check_nrpe.

NRPE npautoe Tak camo, ik SSH abo telnet Towo. BiH nepesae KomaHay Ta o4iKye Ha pe3ynbTat. Ha HaBeageHil
BuLLe Aiarpami (puc 7.2) BiabyBa€eTbca HacTynHe:

1. Nagios BukoHye check_nrpe 3 BignosigHumun aprymeHTamu.

NSClient++ oTpnMye KOMaHAy AN BUKOHAHHA

NSClient++ BUKOHYE KOMaHAY Ta OTPUMYE pe3ynbTaT y Gopmi 3a barkaHHAM

NSClient++ Hagcunae pesynbrat Hasag Ao Nagios

Nagios oTpumye pesynbTar i3 check_nrpe (i BUKopucTOBYE MOTO, AK | BYAb-AKWIA iHWNI NariH)

vk wN
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OTxe, no cyTi, NRPE — ue NnpocTo TPAHCNOPTHUIM MeXaHi3M ANA HaACUNAHHA pe3yabTaTy KOMaHAM NepesipKu
yepes mepeKy. Y AKocTi 30BHiWHIX ckpunTie NSClient++ moxyTb 6yTM BUKOpUCTaHiI moayi 3 peno3suTopiie Nagios.
3aBaHTaXXMMO CKpPUNT nepesipku npouecis Windows
https://assets.nagios.com/downloads/nagiosxi/agents/nrds win plugins/check winprocess.exe Ta NnomicTUmo 1oro
y Katanosi scripts cueHapiis NSClient++. KomaHza Bu3HavaeTbca y daini nsclient.ini Ta TecTyeTbca 3 KOMaHAHOrO
pALKa Ha cepsepi Nagios:

[/settings/external scripts/scripts]

Hopaemo cekuii [/settings/external scripts/scripts],

check winprocess = scripts\check winprocess.exe $ARGIS [/settings/external scripts]

[/settings/external scripts] Ta BU3HAYAEMO Y Hilh KomaHay check_winprocess, Ta
allow arguments = true [,03BOJIAE Nepefavy apryMeHTiB | BAKOPUCTaHHA

allow nasty characters = true cneujianbHUX CUMBOJIIB (HanpUKNaa, KPYranx Ay»KoK (),

NanokK ToLlo).
MepeBipsemo poboTy 3aBaHTaXKEHOro CKPUMNTA Ta BUKOHAHMX HanawTyBaHb Ha cepBepi Serv-G-N-1 (puc.7.3):
cd "C:\Program Files\NSClient++"
scripts\check_winprocess.exe
scripts\check_winprocess.exe --warn 100 --critical 300

Serv-22-45-1 [Running] - Cracle ¥M VirtualBox

EN Administrator: Windows PowerShell

Client

Puc. 7.3. Check_winprocess Ha cepgepi Serv-22-45-1

Nagios cepBep. Serv-G-N-3.
HanawTtyemo onuncanuin npouec. Cepsep Nagios:
Jusr/local/nagios/libexec/check_nrpe -H x.x.x.x -¢ check_winprocess -a '--warn 100 --critical 300' PROCESS OK
- 99 process(es) | 'processes'=99;100;300

Lla KomaHga BUKAMYE NOMWUAKY -bash: syntax error near unexpected token (', Wo BUHWKAE 60 He HaNalTOBaHO
Kntodis WndpysaHHa nrpe. Ha Nagios cepsepi (Serv_G_N_3), y katanosi check_nrpe, cteoptoemo DH SSL kntou ans
«cninkyBaHHa» NSClient++ 3 NRPE.

cd /usr/local/nagios/libexec
sudo openssl dhparam -out nrpe_dh_2048.pem 2048

Lla onepaujis 3aimac KinbKa xBuauH. OuikyiiTe ii 3aBepLleHHA Ta HabepiTbea TepniHHA ©

sluteridser-22-45-3, fusidoal amoutibeees

Puc. 7.4. leHepauia DH SSL kntoua Ha cepaepi Serv-22-45-3 (Nagios)

Windows cepsep. Serv-G-N-1.

BmicT daiiny kntoua /usr/local/nagios/libexec/dh_2048.pem 36epiraecmo Ha Windows cepsepi 3 NSClient++ y
daini C:\Program Files\NSClient++\security\nrpe_dh_2048.pem. MonepeaHiii BMICT MOXANBO BMAANUTKU, abo He
reHepyBaTV HOBWIA K/toY i 36epertu BmicT uboro ¢ainy y /usr/local/nagios/libexec/dh_2048.pem Ha cepsepi Nagios.

OcHoBHa BMMoOra — BMicT daiinis mae 36iratuce ©

Peparyemo ¢ain C:\Program Files\NSClient++\nsclient.ini g03BonAlouYM 30BHIlIHI CKPUNTU Ta [A04ak04K
BiANOBIAHI KOMAHAM, WO ONUCYIOTb KOH®Irypauito B3aemogii 3 nrpe

[/settings/NRPE/server]

ssl options =



https://assets.nagios.com/downloads/nagiosxi/agents/nrds_win_plugins/check_winprocess.exe

***Basics of system and network monitoring. *** OcHoeu cucmemHo20 ma mepexceso20 MOHIiMopuHay ** *#3/#6* **

allow arguments = true
allow nasty characters = true
use ssl =1

port = 5666
extended response = 1

dh = C:\Program Files\NSClient++\security\nrpe dh 2048.pem

[/modules]
NRPEListener = enabled
CheckServiceState = enabled

Mepe3aBaHTaxkyemo cepsic “NSClient++ Monitoring Agent”, 3aBepLytoun HanawTyBaHHA Serv-G-N-1.
Nagios cepsep. Serv-G-N-3.
MNepesipsiemo B3aemogpito NRPE Ha Nagios 3 NSClient++ Ha Serv-G-N-1. Kntou «-2» nogaetbca ana irHopyBaHHSA
CYMICHOCTi Bepcilt KnieHTa Ta cepBepa.
/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -2
/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -2 -c check_drivesize
Jusr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -2 -c¢ CheckCPU -a warn=80 crit=90 time=20m time=10s time=4
/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_winprocess -a "--warn 100 --critical 300"

& Eludanidsere 2451 Amrloss magho | bexac
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Puc. 7.5. Mepesipka sidzyKy NSClient++ Ha Serv_22 45 1 Ha 3anumu NRPE Nagios cepsepa.

Y opgHin 3 nonepegHix nabopaTtopHUx pobiT 3A4iliCHIOBaBCA BiALANEHUIA MOHITOPUHT CAy»KO Ha cepBepi 3
onepauinHoto cuctemoro Windows Server 2022, wWo He MA€E BCTAHOB/EHWUX cepBepHUX posei. OcHoBHa MmeTa
nonsrana B nepesipLi A0CTYNHOCTI Ta cTaHy 6a30Bux ciy»k6 Windows, Takux fik:

DHCP Client — cny»b6a, wo 3abesneyye aBTOMaTUYHE OTPUMAHHA MepPEXKEBUX NapameTpis.

Data Sharing Service — cny»ba, sika NiATPUMYE CNiNbHUIA AOCTYN 40 AAHUX MiXK A0AaTKaMM.

[Ons uboro BukopucTtoByBaBcA iHCTpymeHT NSClient++ y noeaHaHHi 3 naariHom check_nt, wo € yactuHowo
MOHITOPUHroBmx cuctem Tuny Nagios.

MoBTOPMMO HanawTyBaHHA MOHITOPUHTY AeAKUX Cnyxb6, ane 3 BUMKOpWUCTaHHAM iHworo niaxoay — NRPE
(Nagios Remote Plugin Executor). Ha Biaminy Big check_nt, NRPE Hazae 6inbluy rHyuKicTb, OCKiNbKuU:

®  MigTPUMYE AeTasbHilli 1OKaNbHI NepeBipKK, AKI BUKOHYIOTbCS He3nocepeaHbo Ha cepBepi;

e  [103BOJIAE CTBOPIOBATU BAACHI KOMAHAM ONA MOHITOPUHTY;

®  Mpautoe Ha OCHOBI KoHdirypauiiHoro ¢anny NSClient++, ge agmiHicTpaTop camoCTiMHO BU3HAYaE, AKi
came KOMaHaM byayTb AOCTYMHI ANSA ONUTYBAHHA.

BUKOHAEMO Ui NepeBipKN A8 ONUCAHUX CNYKO:

/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_service -a "service=DsSvc" "ok=state="running
/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_service -a "service=Dhcp" "ok=state="running"" "
/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_service -a "service=EventLog" "ok=state="running

mon

critical=state='stopped""
critical=state='stopped""

mon

critical=state="stopped""

rd aludantilsery: 274

Nocrsgosfiee: - 0 n

Puc. 7.6. Mepesipka cayx6 DC 3a dornomoezoro NSClient++ 3a 3anumamu NRPE Nagios cepsepa.

[Jopaemo HanawToBaHi KOMaHAM 40 KOHoirypauiliHoro daliny cepeepa
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/usr/local/nagios/etc/objects/windows/serv-22-45-1.cfg

define service {
use
host_name
service description
check command
}
define service {
use
host_name
service description
check_command
}
define service {
use
host_name
service description
check_command
/} B
define service {
use
host_name
service description
check_command
/} B
define service {
use
host_name
service description
check_command

generic-service
serv-22-45-1

NRPE Check Drive Size
check nrpel!check drivesize

generic-service

serv-22-45-1

NRPE Check CPU

check nrpe!checkcpu -a warn=80 crit=90 time=20m time=10s time=4

generic-service

serv-22-45-1

NRPE Check DHCP Client

check nrpel!check service -a "service=Dhcp" "ok=state='running'" "critical=state='stopped'"

generic-service

serv-22-45-1

NRPE Check Windows Event Log

check nrpel!check service -a "service=EventLog" "ok=state='running'" "critical=state='stopped'"

generic-service

serv-22-45-1

NRPE Check WinProcess

check_nrpe!check winprocess!--warn 100 --critical 300

MepeBipKa BipHOCTI BHECEHMX Y KOHIrypayito 3miH Ta nepesanyck cepsicy Nagios:
sudo Jusr/local/nagios/bin/nagios -v /usr/local/nagios/etc/nagios.cfg

sudo service nagios restart

Mepernagaemo poboTy BUKOHAHMX HANaLTyBaHb:

Errwinm § laines Owluis Foo Hosl wiee 22 00-§

o sy |1
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Puc. 7.7. MepeanAao cepsicie Serv-22-45-1
3aBaaHHA o nabopaTopHoi po6oTn

1. HanawrTyiite B3aemogito NSClient++ Ha cepBepi Serv-G-N-1 3 NRPE Ha cepsepi Serv-G-N-3.
2. HanawTylite MoHITOpMHT MiHimym 5 cepsicis cepBepy Serv-G-N-1 3a gonomoroto NRPE.

3BiT mae mictuTK:
®  JIICTUHT BUKOPUCTAHUX KOMaHA,;
®  CKPIiHLWOTM OTPUMAHUX pPe3ynbTaTiB MOHITOpUHry y Nagios 4;
e  KOpPOTKMI onuc peaaryBaHHa dalinis KoHirypauii Nagios 4.
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Jopatok 7.1.
Mepenik 6a3oBux kKomaHaHux paakiB check_nrpe ansa po6otu 3 NSClient

e Y noaaTKy HaBeAeHO NMOBHI KOMaHAHI paaKM check nrpe, Wo BMKOpWUCTaHi y BUrNa4i KomaHg npu nobynosi
KoHoirypauii xocty 3 NSClient++.
e icnsa -H - IP-xocTy, ae BctaHoBneHo NSClient++ 192.168.45.135

/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -2

1(0.9.7 2025-07-07) seem to be doing fine...

/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -2 -c check_drivesize

OK All 2 drive(s) are ok|'C:\ used'=12.12471GB;39.49765,44.43486;0;49.37206 'C:\ used %'=25%;80;90;0;100 'D:\
used'=0B;0,0;0,;0

/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -2 -c CheckCPU -a warn=80 crit=90 time=20m time=10s time=4
OK: CPU load is ok. | 'total 20m'=2%;80;90 'total 10s'=2%;80;90 'total 4'=4%;80;90
/usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_winprocess -a "--warn 100 --critical 300"

PROCESS OK - 62 process(es)|'processes'=62;100;300

student@serv-22-45-3:/usr/local/nagios/libexec$ /usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_service -a
"service=DsSvc" "ok=state='running'" "critical=state="stopped""

OK: All 1 service(s) are ok. ['DsSvc'=4;0;0

student@serv-22-45-3:/usr/local/nagios/libexec$ /usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_service -a
"service=Dhcp" "ok=state="running"" "\

critical=state="stopped""
OK: All 1 service(s) are ok. |'Dhcp'=4;0;0

student@serv-22-45-3:/usr/local/nagios/libexec$ /usr/local/nagios/libexec/check_nrpe -H 192.168.45.135 -c check_service -a
"service=EventLog" "ok=state="running'" "critical=state="stopped'"

OK: All 1 service(s) are ok. ['EventLog'=4;0;0

Hopatkosi HanawTysaHHa C:\Program Files\NSClient++\nsclient.ini

[/settings/NRPE/server]

ssl options =

allow arguments = true
allow nasty characters = true
usessl=1

port = 5666

extended response = 1

dh = C:\Program Files\NSClient++\security\nrpe_dh_2048.pem

[/modules]

NRPEServer = enabled

NRPEListener = enabled

CheckServiceState = enabled
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KopucHi nocunaHHsa

¢ Nagios Add-Ons Projects
https://www.nagios.org/downloads/nagios-core-addons/

e NRPE - How To Install NRPE v4 From Source
https://support.nagios.com/kb/article/nrpe-how-to-install-nrpe-v4-from-source-515.html

e NRPE - How to install NRPE
https://support.nagios.com/kb/article/nrpe-how-to-install-nrpe-8.html

e Index of /downloads/nagiosxi/agents
https://assets.nagios.com/downloads/nagiosxi/agents/

o Exchange Nagios. NRPE - Nagios Remote Plugin Executor
https://exchange.nagios.org/directory/Addons/Monitoring-Agents/NRPE--2D-Nagios-Remote-Plugin-
Executor/details

¢ Using NSClient++ with check_nrpe
https://nsclient.org/docs/howto/nrpe/

e The Nagios Plugins. Category: Operating Systems


https://www.nagios.org/downloads/nagios-core-addons/
https://support.nagios.com/kb/article/nrpe-how-to-install-nrpe-v4-from-source-515.html
https://support.nagios.com/kb/article/nrpe-how-to-install-nrpe-8.html
https://assets.nagios.com/downloads/nagiosxi/agents/
https://exchange.nagios.org/directory/Addons/Monitoring-Agents/NRPE--2D-Nagios-Remote-Plugin-Executor/details
https://exchange.nagios.org/directory/Addons/Monitoring-Agents/NRPE--2D-Nagios-Remote-Plugin-Executor/details
https://nsclient.org/docs/howto/nrpe/

