***System and network monitoring. ***CucmemHuii ma mepexcesuli MOHimopuH2 XKy 1/810%** JlabopamopHa poboma Ne12

JlaGoparopHa po6ora Nel2

IHcTanauia Splunk Free, 6a3oBe HanawTyBaHHA Ta 36ip 10KaNbHUX NoriB.

Merta: HabyTi npakTMYHMX HAaBMYOK BCTAHOBNEHHA Ta 6a30BOro HanawTyBaHHA nnatdopmu Splunk Free, HasumTUCA
36MpaTh Ta aHanNi3yBaTM NIOKaAbHI CUCTEMHI }XypHanu Linux i Windows. O3HalomMUTUCA 3 MPUHLMNAMU CTBOPEHHSA
iHOEKCIB, MIAKNIOYEHHA AKepen AaHWX Ta BMKOHaHHA 6a30BuMx nowykosux 3anuTiB y Splunk Search & Reporting.
3acBOiTM OCHOBM 06po6KM, inbTpauii Ta Bisyanisauii noai gns NOAANbLWIOrO BUMKOPUCTAHHA Y 3ajadax
MOHITOPUHIY Ta aHanisy 6esneku.

IHCTpyMmeHTU: rinepsisop VirtualBox, Mogenb KOoMn'toTePHOT Mepeski.

TeopeTnuHi Bigomocri

Y nonepeaHix nabopatopHux poboTax 6yno cTBopeHO BipTyanizoBaHe cTeHaoBe cepegosulle y VirtualBox,
LLLO CKNAZAETHCA 3 TPbOX XOCTIB:

Serv-G-N-1 (Windows Server 2022) — KoHTposiep gomeHy 3 ponsmu AD DS, DNS i DHCP. HanawToBaHo
Wazuh Agent ana noKasbHOIo MOHITOPUHIY pecypcis.

Serv-G-N-5 (Ubuntu Server 24.04) — cepBep Ha HanawToBaHo Wazuh Agent Ans NOKaAbHOrO MOHITOPUHTY
pecypcis.

Serv-G-N-7 (Amazon Linux 2023) — cepBep Wazuh Appliance, wo mictutb KomnoHeHtn Wazuh Server
(Manager, API) Ta Elasticsearch + Kibana (Dashboard)

Serv-G-N-9 (Ubuntu Server 24.04) — cepsep Splunk Free, o 6yae po3ropHyTUiA y i po6oTi.

MepexkeBe cepefoBule 3abe3nedyye B3AEMOLII0 MiXK By3Namu 3 [OMEHHOW iHPPACTPyKTypow Ans
NOAANbLIOrO MOHITOPUHTY ii eneMeHTIB.
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Puc. 12.1. Tononozia mepexi

O3HanomneHHA 3 nnatpopmoto Splunk Free
Splunk — ue notykHa nnatdopma ana 360py, iHAEKcauii, NOWYKy Ta Bi3yani3auii MAWWHHUX AAHWUX Y
penmi peanbHOro 4vacy. BoHa BMKOPUCTOBYETbCA A1 MOHITOPUHIY CUCTEMHOI AKTMBHOCTI, aHani3y KypHanis
noain, BUABNEHHA iHUMAEHTIB 6e3nekn Ta Nobyao0BM 3BiTiB.
Mosxnuei eapianmu iHcmanayii Splunk Free.
Tabnuusa 12.1.

Memod . .
Kopomkuli onuc lepesaau Hedoniku
pO320pMAHHA
XmapHui [octyn yepes Beb-iHTepdeiic LBMAKKI cTapT, He NnoTpebye ObmeskeHuI TepmiH aji,
(Splunk Cloud 6e3 IoKaNbHOI iHCTanAL,i, pecypcis cepsepa. HEMOXX/MBICTb NiAKNOYEHHSA
Free / Trial) npo6Huit nepiog 14-30 gHis. JIOKaNIbHUX AXKepen NoriB, Hemae

iHTerpauy,ii 3 Wazuh.

BipTyanbHuit
annaiiHc (OVA)

MNMonepeaHbO HAaNALWTOBAHWM
Splunk ana VMware ESXi.

MiHiMym py4YHUMX Aiv npu
BCTAHOB/IEHHI.

MpusHayeHunit nuwe gns ESXi,
npobaemu cymicHocTi 3 VirtualBox.

JlokanbHa
iHcTanauia Splunk
Enterprise y
pexxumi Free

3aBaHTaXKeHHA odiuinnHoro
naketa .deb Ta BCcTaHOBNEHHSA
Ha cepsep Ubuntu.

MoBHa bYHKUiOHANBHICTb,
cTabinbHa pobota y VirtualBox,
NigTPUMKA NIOKa/IbHUX oriB i
Wazuh, 6e3 0bmeKeHHs Yacy.

MoTpebye KiNbKOX PYyYHUX KOMaAHA,
nig vac iHcTanAay,ii.




***System and network monitoring. ***CucmemHuii ma mepexcesuli MOHimopuH2 **k 42 /810%** JlabopamopHa poboma Ne12

Y 1abnuui 12.1 npuBeseHO MOXAUBI meToam iHcTanauii Splunk Free. InA BUKOHaHHA nabopaTopHux pobit
06paHo nokanbHy iHcTanauito Splunk Free Ha cepsepi Ubuntu Server 24.04 (Serv-G-N-5), OCKinbKu Lei MeToa,:
3abe3neuvye NOBHUI KOHTPOJIb Hag, cepenoBuLLem i KoHpirypauieto Splunk;

[,03B0N1A€ 36MpaTH NOKaNbHI XKypHanu 3 /var/log Ta iHWKX AKepen cuctemu;

3abe3neyye MOXAUBICTb iHTerpauii 3 Wazuh, sknit po3ropHyTo B Tili camii NAT-mepexi;

rapaHTye ctabinbHy poboTy 6e3 YacoBMX 0bMeEKEHb, Ha BigMiHY Bid XMapHMX abo AeMOHCTpaLiMHUX Bepcii;
OcHoBHi KomnoHeHTH Splunk:

Indexer — oTpuMye BXiaHi AaHi, 06pobnse ix i 36epirae y Burnaai iHaekcis.

Search Head — 3abe3neuye iHTepdeic aAna noLyky, aHanisy Ta Bisyanisauji gaHUX.

Forwarder — areHT, w0 36upae gaHi 3 BiaganeHux cuctem i nepecunae ix Ha Indexer.

Deployment Server — ueHTpanisoBaHe KepyBaHHA HaNalITyBaHHAMM areHTiB (Y po3LWMpeHnx KoHdirypauisx).
Splunk Free — ue 6e3KkowToBHa pegakuia Splunk Enterprise 3 obmexeHHAm obcary gaHux (go 500

MB/aeHb), ane 6e3 BTpatv 6a3osoro ¢yHKuioHany. BoHa igeanbHO MigXoauTe ANA HABYANbHUX CTEHAIB |

nabopaTopHux pobiT.
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IMmnopT 3 annaitHcy Ta HanawTyBaHHA Serv-G-N-9
AHanoriyHo npoueaypi, ONucaHii y ogHin 3 nonepeaHix pobiT BUKOHYEMO iMMNOPT BipTya/sbHOI MalMHK 3
annariHcy Ubuntu cepBepa, Wwo AOCTYNHWIA NO NiHKY
https://drive.google.com/file/d/1zhgVOhGwcXdaHpjuUf7g0a8z8oXqN6kD/view?usp=drive link
Micns imnopTy BipTyasbHOi MalwmnHKM Serv-G-N-3 (cepsep Ha 6a3i Ubuntu Server) HeobxigHo nepelimeHyBaTtu 1i no
wabnoHy Serv-G-N-9 Ta nepereHepyBatv MAC-agpecy mepekeBoro agantepy (puc.12.2).

Serv-22-50-0 - Detnngs - oEN
W n Fastweinrk
Bl Trstem Acligder § Belngher & | Mdagtes 1 | Ackspbe 4
B o o} Ereshie Metwrk Artiptes
I Ebarradba: AT Natwamh
J T e
Hom: T
o Prnw—
Wl el Adapdes Typs! Ik PROTI000 T Iaibian (SA0EH)
£ sewmn Prosmsosous P | e 4 s
1 FAC i) | DENNGTIDATE -
5 4
o o, Cably Conmmcid 7
| warsarade y
o R lewepawa wonal MAC - 3ppao
Drwled st chebartmd 1] O = i

Puc. 12.2. 3miHa MAC-adpecu Ubuntu cepgepy Serv-22-50-9

Bmnkaemo BM Ta MOBTOPHOEMO Aii, WO BWKOHYBaAUCb Ana nigknovyeHHA Serv-G-N-3 Ta  Serv-G-N-5 y
HaBYa/IbHUIM cTeHA,. ABTopu3auia — obniKoBMIA 3aMMC 3 NMpaBamu agMiHicTpaTopa: im’'A KopuctyBaya — student,
naponb — 111111
AKWO HanawTyBaHHA BWKOHAHI BipHO, cepsep
aBTOMaTM4YHO oTpumae IP-aapecy Big cnyx6u DHCP
y NAT-mepexi, a Woro im'a Bignosigatnme
wabnoHy Serv-G-N-9. [ns yTOYHEHHS MeperKeBUX
napameTpiB, iMeHi XocTy Ta MOro nepemmeHyBaHHA
BMKOPWUCTOBYEMO TaKi KomaHgu (puc.12.3):
ipa
hostname
sudo hostnamect! set-hostname New-Name-Server

sudo reboot
MNicnsa nepesaBaHTaXKEHHA HOBe im’a HasyAe Puc. 12.3. ﬂepeeﬂﬂd MOMOoOYHUX /P-aapec, imeHi Ubuntu

YMHHOCTI. cepsepy Serv-G-N-3
ma lioeo nepelimeHy8aHHA Ha serv-22-50-9

W L0 L2 Pt D

HanawTtyemo nepeagpecauito ana opraHisauii SSH goctyny ao Ubuntu cepsepy 3 ¢i3snyHOI MalLIMHM — XOCTY
VirtualBox. MyHKT BUKOHYeTbCA ¥ meHto [Oracle VirtualBox Manager] — [File] — [Tools] — [Network Manager] — [Nat
Network] — [Properties] — [Port Forfarding] — [IPv4].


https://drive.google.com/file/d/1zhqVOhGwcXdaHpjuUf7g0a8z8oXqN6kD/view?usp=drive_link
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HasBa npasuna NAT — “Serv-G-N-9 SSH”, ne G —rpyna, a N — BapiaHT, Wwo Bu BUKOHYETe, NnpoTokon — “TCP”.

Y akocti Guest IP 3agaemo IP-agpecy cepsepa, AKY MM OTPUMAN 3a AOMOMOro0 KOMaHau ip a , Port — 22 —
nopT «3a 3amoBYyBaHHAM» ana SSH gocrtyny.

Y saKkocti Host IP 3apaemo IP-agpecy Haworo ¢isnyHoro MK , Wwo BUMKOPUCTOBYETbCA ANA HANALITOBAHMUX
paHiwe npasun “Serv-G-N-3 SSH”, “Serv-G-N-5 SSH” Ta “Serv-G-N-7 SSH”.
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Puc. 12.4. HanawmysaHHA npasusa nepeadpecayii nopmie 011 SSH do cepsepy Serv-22-50-9.
Y pesynbTarti, KOH®irypauis Port Forwarding ans 3abe3sneyeHHs SSH-gocTyny 3 ¢isnyHoro xocty 4o BM Serv-
G-N-9 (Ubuntu Server) mae surnag, 3o6paxeHnin Ha puc. 12.4. Y akocTi nopTy nepeagpecay,ii obpaHo 2215.
Bci noganbui aii 3 KomaHAHUM psakom Ubuntu pekomeHA0BaHO BUKOHYBaTK 3a A0NOMOroto SSH-KknieHTa.
Serv-22-50-9 KoH}irypoBaHM Ha AMHaMIiYHY agpecauito i agpecy BiH oTpumye Big gomeHHoro DHCP.
CepBepwu, 3a3BMYail, NPaALIOIOTb HA CTATULL. 3MIHIOEMO HaNalITYBaHHA ANMHAMIYHOI aApecn Ha cTaTuyHy. LUykaemo
Ha3BYy meperKeBoro iHTepdelicy, AKMiA HeobxiaHo BiapeaarysaTn ip a
LLykaemo KoHobirypauiiHi ¢aiinm Netplan (3 poswwupeHHam YAML), wo 36epiraloTbca B KaTanosi
/etc/netplan. moBipHO, y LLbOMY KaTano3i € oauH abo Aekinbka daiinis YAML. Hassa daiiny moxe BigpisHaTUCA
3a/1e}KHO Bif, HaNalTyBaHb Ta Bepcii onepauinHoi cuctemu.
dir /etc/netplan
Hanpuknag, y Katanosi sHaigeHo ¢aiin 50-cloud-init.yaml. Pobumo ioro Konito gns peaaryBaHHaA:
sudo cp /etc/netplan/50-cloud-init.yaml /etc/netplan/50-natnet.yaml
BiakprBaEmo ana pesaryBaHHsA
sudo vi /etc/netplan/50-natnet.yaml

Hukue HaBegeHo BMmicT dpaiiny Netplan o Ta nicnsa pegaryBaHHs.

/etc/netplan/50-cloud-init.yaml --- DHCP /etc/netplan/50-natnet.yaml Static 192.168.50.11/27
network: network:
version: 2 version: 2
ethernets: ethernets:
enp0s3: enp0s3:
dhcp4d: true addresses: [192.168.50.11/27]
gateway4: 192.168.50.1
nameservers:

addresses: [192.168.50.3,192.168.50.1]
36epiraemo BigpenarosaHuit Netplan Ta 3aCTOCOBYEMO BHECEHI 3MiHU:
sudo netplan apply
MepeBipKa ip a NoKasXe, Wo Ha iHTepdeiici enp0s3 aKTUBHI A4Bi ogHOYacHi IPv4-agpecu:
192.168.50.11/27 — pydHa cTaTM4YHa agpeca, 3agaHa Yepes netplan;
192.168.50.16/27 — pauHamiuHa (DHCP) agpeca nosHayeHa sk secondary dynamic.
Mpuxosyemo © anmHamiuHy KoHOIrypaLito Ta 3aCTOCOBYEMO 3MiHM:
sudo mv /etc/netplan/50-cloud-init.yaml /etc/netplan/50-cloud-init.bkp
sudo netplan apply
SSH-nigKkntoueHHA B pe3ynbTaTi «BigBantoeTbCA», 60 3HMKNA agpeca Guest IP Port Forwarding. 3agaemo y npasuni
Port Forwarding «Serv-22-50-9» HanawToBaHy CTaTUYHY aapec cepBepa. MNepeBipaeMo 3B’A30K 3 XOCTaMMN MepPEKI.

Niarotoska Ubuntu-xocty go BctaHoBneHHA Splunk Free
MNepes iHcTanAuieto Splunk HeobxiAHO MepeKoHATUCA, WO BCi CUCTEMHI MAKETM OHOBJIEHI A0 aKTyaslbHUX
Bepciit. Lle 3a6e3neuye cymicHICTb KOMMOHEHTIB Ta cTabinbHy poboTy cepsicy.
sudo apt update
sudo apt upgrade -y
Splunk He noTpebye BeNMKOI KiNbKOCTI 3aneKHOCTEM, OAHaK ANA 3PYYHOCTI aAMiHiCTpyBaHHA Ta
3aBaHTaXKEHHA NaKeTy 6aXaHO BCTaHOBUTM 6a30Bi iIHCTPYMEHTH:
sudo apt install wget curl apt-transport-https gnupg -y
< wget / curl — ans 3aBaHTaxeHHA iHCTanauinHoro nakety Splunk 3 odiuiiHoro caiTy;
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«» apt-transport-https — 3a6e3neuye niarpumky HTTPS-penosuTopiis;
% gnupg — ANA NepesipKM NigNucis NakeTis (ONLiOHaNbHO, ane PEKOMEH0BaHO).

Ona nigsuuweHHa 6e3neku AouinbHO 3anyckatu Splunk He Big imeHi root, uMm «pigHoOro» KopucTyBada
student, a Big okpemoro KopucTyBaya. Y nabopaTopHOMy cepefoBULL Lel KPOK He € 060B’A3KOBUM, ane € BeNbMU
AOUINbHUM SIK rapHa NPaKTUKA 3 TOUYKM 30py 6e3nekn. CTBOPOEMO KopucTyBaya splunk:

sudo useradd -m splunk
sudo passwd splunk

Splunk Free nowwuptoeTtbea y Burnagi nakety Splunk Enterprise 3 6e3kowToBHOWO 60-A€HHOW JiLeHsiElo.
Micna 3aKiH4eHHA NPoBHOro nepioAy cUCTemMa aBTOMATMYHO nepexoantb y Free Mode. 3aBaHTaXKyEMO aKTyanbHUIA,
Ha MOMEHT HanMCcaHHA LUbOro A40KymeHTy, naket Splunk Enterprise (Free Mode)

cd /tmp

wget -0 splunk-10.0.1-amd64.deb
https://download.splunk.com/products/splunk/releases/10.0.1/linux/splunk-10.0.1-c486717c322b-linux-
amd64.deb

AKTyaNbHe NOCWUIaHHA HA 3aBaHTaXEHHA MOK/MBO NEePEBIPUTM Ha caiTax:

https://www.splunk.com/en us/download.html| abo

https://gist.github.com/devops-school/3247238bfdf8a4cbaf6039ala38ba516
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Puc. 12.5. 3asaHmaxceHHa akmyaneHoz20 deb-nakemy Splunk Enterprise Ha Serv-22-50-9

Micns 3aBaHTaxeHHA BcTaHoBAOEMO Splunk 3a gonomoroto dpkg:
sudo dpkg -i splunk-10.0.1-amd64.deb
fIK He AMBHO, MW OTPUMYEMO JIy>Ke NOKa30BY i MOWMPeHY NOMUAKY Npwu iHcTanauii Splunk (puc.12.6).

g student@een-22-50-% /tmp = 0O “

Puc. 12.6. lNosidomneHHs failed to write (No space left on device) Ha Serv-22-50-9

MomunKa He Mae BigHOLWEHHA 40 MaKeTy, a NoB’A3aHa 3 pecypcamu BipTyasbHOI MalwWHU. MoBigOMNEHHA
failed to write (No space left on device) o3Hayae 6ykBasibHO — Ha AMCKY HEMAE BifibHOro micusa, i dpkg He 3mir


https://download.splunk.com/products/splunk/releases/10.0.1/linux/splunk-10.0.1-c486717c322b-linux-amd64.deb
https://download.splunk.com/products/splunk/releases/10.0.1/linux/splunk-10.0.1-c486717c322b-linux-amd64.deb
https://www.splunk.com/en_us/download.html
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po3nakyBaTu Bci ¢arinm Splunk (a BiH BaxuTb noHag 2 b nicns posnakyBaHHA). MepernafaEemo 3anoBHEHICTb
dainosux cuctem. Ha pucyHky 12.6 y BuBoai KomaHam df —h mu 6aunmo, wo po3ain / 3anosHeHmnit Ha 100% i mae

Bcboro 3,9 I6. Le i € npnunHO0 «TBOPYOI HeBaaui» ©

Ona komdpopTHOi poboTn Splunk NnoTpibHO miHimym 20 I'6 BinbHOro micug, a Kpauwe 25-30 6.

Poslumpumo KopeHesuid po3ain cuctemun. Cuctema Bukopucrtosye LVM (/dev/mapper/vg0-lv--root), a omxe
Le MOXHa 3pobuTn 6e3 nepeBCTaHOBAEHHA. BUMMKAEMO BipTyanbHy MallmHy Ta y VirtualBox nepexogmMmo y meHto
[File] — [Tools] — [Virtual Media Manager]. 3HaxoAMMO Hal BipTyanbHWUN ANCK Ta PO3LWMPHOEMO oro o 25 I6.

%19 - Yattege

St

B

Athitbes | [rlormseen

Tupes: Byorresi
focadion | CAIVRE Seve- 22 -B0-Saesy -3 -Saki ] el

A, IO

Posprenni” go 25 16 slpranssnd pic Arply

s

£

oy | e

Aeems  Zerch Wopeiss | Refres

(=3 Doppy sirls
&
%
%
"
%, Pegrmyannens
5 ¥ T Tp————
e W a0t v | a
Dscriphar
oAl LR
- ———,
o el
(1 200 TH
; e el | il duis :___- Sipyry el s
dara
Serv AT h -S|
= e e v
SoitE- Wik SER ek
w54 g vl
Eiruter | [nformetion
Ieper  Bormwl -
Locaton | 1AM Sane £2-E-T Ser-Gr- il v | a

Puc. 12.7. Po3wupeHHsA 8ipmyasnbHo2o oucky 0o 25 6 y Media Manager VirtualBox

Bmunkaemo BM Serv-G-N-9. MoTpibHO, W06
Linux “nobaums” wuel [0[ATKOBUIM MpOCTip i
“npuepgHas” oro go LVM-po3giny TakK, sik OC wwe He
BUKOpUCTOBYE popaTtkosi = 5,5 [B. ToTpibHO
po3wnputn $isnyHMn Tom LVM a notim — noriyHmi
[root].

MepeKoHyeMOCb, wo A4p0 6aunTb
36inbweHnit amck (= 25 TIB). 3HaxoaAMmO HasBy
¢ismyHoro  Tomy (KomaHga sudo pvs) Ta

PO3LIMPIOEMO 3HaNAeHUIM Gi3nyHUIM Tom LVM.
sudo fdisk -1 /dev/sda
sudo pvs
sudo pvresize /dev/sda4
Mepernagaemo BipHy Ha3By root-pos3giny Ta
PO3LIMPIOEMO MOro pPo3Mip [0 MaKCUMafbHO-
moxxnmeoro. Y KomaHgi Ilvextend -l +100%FREE”
O3Ha4Yae — B3ATM BCi BiNbHI extents y rpyni vg0 Ta
nopaatu ix go lv-root.
Micna uboro OHOBAOEMO ¢alioBy cucTemy
extd, wob BoHa «nobaumna» goaaHuM npocTip i
nepeBipAEMO OTPMMAHUI pe3ybTar.
sudo lvs
sudo lvextend -1 +100%FREE /dev/vg0/Iv-root
sudo resize2fs /dev/vg0/Iv-root
df -h

tudanEamn-22-50-0; o

Puc. 12.8. Po3wupeHHsA ¢izu4Ho2o0 momy LVM

Lickert P e B

Fig -

Puc. 12.9. Po3wupeHHsA no2iyHo2o momy lv-root

3 puc. 12.9 6aummo, wo lv-root mae po3mip 14 6, 3 AKMX BUKOpUCTaHO 20%.
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BctaHoBneHHA Splunk Free
MosToptoemo iHcTanauito Splunk:
sudo dpkg -i splunk-10.0.1-amdé64.deb

= shiden i sem-10- 505 fmp - = [N

Puc. 12.10. 3asaHmaxeHHA ma ecmaHosseHHA splunk 10.0.1

Ha puc. 12.10 nokasaHo ycniwHy iHcTtansuito Splunk. Mosigomnenns find: ‘/opt/splunk/lib/python3.7/site-
packages’: No such file or directory — He € KPUTUUHOK MOMWJIKOIO i HEMa€e MpuUMH aaa nawikn © Le Tunosuit
«warning» gns Splunk 10.x, Akui 6inbwe He BUKopucToBye Python 3.7 — Splunk npocTo nepeBsipsae un icHye cTapuit
WAAX, | He 3HaXo4MUTb Moro.

Splunk BCcTaHOBNEHO yCMilWHO, KNHOYOBUI paaokK Setting up splunk (10.0.1) ... ... complete

Mepwunit 3anyckK Splunk Ta nepBuHHe HaNaWITYBaHHA

(3 oKpeMmum cepBiCHUM KOpUCTyBayem)
Micna BctaHoBNeHHA Splunk HeobXiAHO 3MIHWTM BNacHWKa MOro Katanory, Wwob cepsic Mir 3anyckatmuca He
BiZ, root, a Bif, oKpemoro KopucTyBaya splunk, cteopeHoro paHiwe. Lie BiaAnoBiAae peKOMeHAOBAHUM MPAKTUKaM
6e3nekun Ta isonAuii cepsicis.
BianoBigHO 3MiHIOEMO NpaBa Ha KaTanor Nporpamu:
sudo chown -R splunk:splunk /opt/splunk
3anyckaemo Splunk Big kKopuctyBaua splunk. Mepwmnin 3anyck BUKOHYEMO Bif iMeHi LbOro KOpucTyBaya 3
NPUAHATTAM NiLeH3inHoI yroam:
sudo -u splunk /opt/splunk/bin/splunk start --accept-license
Miz, uyac nepworo 3anycky Splunk 3anponoHye cTBOpPUTM 06AIKOBMI 3anMC  KOpWUCTyBava, LWO
BMKOPUCTOBYETLCA ANA BXOAY B Beb-iHTepdelic. Takox HeobxigHo Byae 3apaTi Naponb ANA LUpOro KOpUCTyBaya. Ha
puc. 12.11 noKasaHe cTBOPeHHsA KopucTyBada admin.

? Hide il =R = |

Puc. 12.11. lMepwuli 3anyck splunk
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Puc. 12.11. Mepwuli 3anyck splunk. MMo0oexceHHsA CKpiHy.

TaKMM YMHOM CMCTeMa BCTAHOBMAAC, iHiLjianisyBanack, 6yno cTBOpeHO agmiHicTpaTopa, 3areHepoBaHoO cep-
TMdiKaTK, NnepesipeHa LiNicHICTb, BiagKpUTIi NoTpibHi nopTu Ta ycniwHo 3anywennin Splunk Web. *oaHux nomunok.

basosi HanawTyBaHHA Splunk (CLI)
3adicyemo Ta yBimKHemo aBTo3anyck (boot-start). Splunk noBMHEH aBTOMATUYHO MigHIMaTUCA NicaA Nepesa-
BaHTaXkeHHSs, | 6axkaHo — nig kopuctysadem splunk. CtBoproemo systemd/iHiuianisauiiHmin CKPUNT, AKMIA 3anycKa-
Tume splunkd Big KopucTyBaya splunk Ta nepesipsaemo cTaH cepsicy:
sudo Jopt/splunk/bin/splunk enable boot-start -user splunk
sudo Jopt/splunk/bin/splunk status

i studenti@serv-22-50-5; fimp = B “

Puc. 12.12. Ckpunm asmos3anycky splunk.

Micns enable boot-start iHiujianisauinHuii ckpunt 36epiraetbes y /etc/systemd/system/Splunkd.service
LLlo6 nepekoHaTUCA, Y BiACYTHOCTI MPUXOBAHMX NOMMUJIOK nepesipsemo noru Splunk

sudo -u splunk tail -n 200 /opt/splunk/var/log/splunk/splunkd.log

sudo -u splunk tail -n 100 /opt/splunk/var/log/splunk/web_service.log

Mig, yac nepworo 3anycky Splunk morKe 3reHepyBaTH NonepeaXKeHHs NPo HeAOCTaTHIN BiIbHUIM NPOCTip Ha
KopeHeBoMy po3gini (/). Ana kopekTHOI pobotun Splunk pekomeHaye miHimym 5 b BinbHOro micusa, ane y nabopa-
TOPHOMY CepefloBULLj Lie He 3aBXAM MOX/INBO.

3apas komaHga df -h nokasye /dev/mapper/vg0-lv--root 14G 8.6G 4.1G 69% /.

Ockinbkun goctynHo nnwe =4 ', Splunk BMBOANTb NONepeaKeHHA NPUOAN3HO TaKOro 3micTy
WARN DiskMon - minFreeSpace=5000MB. Free disk space under '/': 4100MB.

Lle nnwe nonepearkeHHa — Splunk npoaoByKye npautoBaTi, ane Haragye, Wo MicuA MeHLe Bif, peKoMmeHa0-
BaHoro. Y nabopatopHomy cepenoBsuuli Splunk He reHepye BeNIMKUX 0BCAriB AaHUX, TOMY MOXHa 3MEHLUUTU MiHi-
Ma/IbHUI MOPIr BiIbHOTO Micu#, Wo6 BUMKHYTM nonepearkeHHs DiskMon i 3a6e3neunTtu ctabinbHUI 3anyck.

HanawTtyemo MiHimanbHMiA nopir BinbHOro Mmicua (minFreeSpace) y KoHdirypauiiHomy datini
/opt/splunk/etc/system/local/server.conf. Axwo ¢anny Jopt/splunk/etc/system/local/server.conf He icHye —
Moro noTpibHO CTBOPMTM BPYyYHY. [logaemo y dalin ceKuito, Wo BCTaHOBAIOE HOBWMIM nopir — 1000 MEB (1 I'B), gocTa-
THiV gna nabopatopHux pobit.

[diskUsage]
minFreeSpace = 1000
Mepesanyckaemo Splunk:
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sudo -u splunk fopt/splunk/bin/splunk restart
Micna nepe3anycky nonepea)eHHA NPO HeAOCTaTHIM npocTip binblwe He byae 3'ABnaeTuck, a Splunk 6yae
npaLoBaT cTabiNbHO Ta NPOrHO30BaHO B pamKax 1abopaTopHOro cepenoBULLa.

[N BigoKpeMneHHA NOKaNbHUX KYPHaniB y BAacHUM iHaeKc (Hanpuknag, local_logs) ctBoptoemo iHaeKc ans
naboparopii. Ha 3anut Splunk username BBOAMMO NOriH Ta Napo/ib KOPUCTyBaYa admin, CTBOPEHOrO NPW NepLIOMY
3anycky (puc.12.11) Ta BUKOHYEMO MepeBipKY LiNiICHOCTI Ta Nepeniky iHAeKCiB:

sudo -u splunk /opt/splunk/bin/splunk add index local_logs
sudo -u splunk /opt/splunk/bin/splunk list index

& studert@sen-23-50-5 Amp - = “

Puc. 12.13. CmeopeHHs iHOeKCy n0KanbHuUX sozie splunk.

Wo6 Splunk novas iHaekcysatu /var/log Ta KOHKpETHI KypHaau HeObXiAHO A0AATU MOHITOPUHT JIOKAJIbHUX
noris. Ane kopuctysau splunk, Big imeHi AKOro 3anyckarTbCcA KOMaHAM, HE Ma€ NPaB YNTATU CUCTEMHI KYPHaAN.
lpyna adm mae npaBo uuTaTh }KypHanu y /var/log 3asasku ACL Ta CUCTEMHUM [03BO1AM, TOMY BK/IIOYEHHS
KopwucTtyBaya splunk go uiei rpynu € ctaHgapTHOR nNpakTUKoto B Linux. Jogaemo kopuctysada splunk go rpynun adm,
AKa mae goctyn ao /var/log/* Ta nepesanyckaemocs:
sudo usermod -aG adm splunk
sudo -u splunk /opt/splunk/bin/splunk restart
[Jonaemo MOHITOPUHT IoKanbHUX soris (daiinis).
sudo -u splunk /opt/splunk/bin/splunk add monitor /var/log/syslog -index local_logs -sourcetype syslog
sudo -u splunk /opt/splunk/bin/splunk add monitor /var/log/auth.log -index local_logs -sourcetype linux_secure
LLLo6 yBIMKHYTU MOHITOPMHT BCbOTO KaTaslory BUKOHYETbCA KOMaHAaA:
sudo -u splunk /opt/splunk/bin/splunk add monitor /var/log -index local_logs -sourcetype syslog
BKkasaHMIt BapiaHT BUCTaBAAE OAHAKOBUI sourcetype ans Bcix dainis i3 katanory /var/log. Y BupobHmumx
cucTemax pekomeHayeTbeA abo He BKasyBaTu sourcetype, abo 3agaBaTv OKpPeMo Ans KoXKHoro danny.

IHAeKcauia NoKanbHUX noris, 6a3oBa Bidyanisauyia Ta 4ocCTyn 3 BiaAaNeHOoi MallUHU

o6 nigkntouatmca go Splunk Web i3 ¢ismyHoro MK, Ha BipTyanbHii mawwuHi (VirtualBox) HanawToByeMO
Port Forwarding. MyHKT BUKOHYETbCA Yy MeHto [Oracle VirtualBox Manager] — [File] — [Tools] — [Network Manager]
— [Nat Network] — [Properties] — [Port Forfarding] — [IPv4]. Hassa npasuna NAT — “Serv-G-N-9 Splunk”, ne G -
rpyna, a N —BapiaHT, W0 By BMKOHYeTe, npoTokon — “TCP”.

Y aKkocti Guest IP 3agaemo IP-agpecy cepBepa, SKy M1 OTPMManM 3a 4ONOMOrol KomaHau ip a , Port — 8000
— MOPT «3a 3aMoBYyBaHHAMY» Anaa SSH goctyny. Y akocti Host IP 3agaemo IP-agpecy Haworo ¢isnyHoro MK, wo
BMKOPWUCTOBYETLCA A1 HANALWITOBAHOIO paHiwe npasuaa “Serv-G-N-9 SSH”.

S-S0 £92. 188L50. 0027 ] A IS AT s 2 IEe Depabimed
(Gt &l PTG Furt Fotwarding
L | g
Mame Frotocol Host I Hirt Port Guest P st Poet - .‘:-
Sefy-22-50-9 55H TCP 19z.1e8.56.1 Z21: 192.1e8.50.11 23 ;l_.
.. .-. 4 = - TP 182 168.56.1 | &0O |82, 168,850,117  B000 |
‘Wazun Dushbosrd (Kbaray  TCP 192 168.56.1 443 192.168.50.9 443 i

Puc. 12.15. HanawmysaHHA npasuaa nepeadpecayii nopmie o0as Splunk 0o cepsepy Serv-22-50-9.
Y pesynbTaTi, KOHpirypauia Port Forwarding ans 3abesnedyeHHs goctyny 3 ¢isnyHoro xocty ao WEB-iHTepdeicy
Splunk BM Serv-G-N-9 (Ubuntu Server) mae Burnag, 3o06paxeHnin Ha puc. 12.15. Y saKocTi nopTy nepeaapecauii
obpaHo 8001, 60 nopt 8000 B)e OyB 3alHATUI B OAHIM 3 nonepeaHix pobiT ana nigknoyeHHa o SERV-G-N-3
Graphite.
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Puc. 12.16. /lo2iH ma cmapmosuli ekpaH seb-iHmepgpelicy Splunk.

MepeBipMmo HaaxogKeHHa noaiit y Splunk. Obupaemo meHto Search & Reporting Ta BUKOHYEMO MOLWYK AN4
nepeBipKu NoAin HabpaBLwK y NolwyKoBomy paaky index=local_logs | stats count by sourcetype. Lien 3anuT lMNoka-
3YE KiNIbKiCTb OTPMMaHMX NoAin y iHaeKci local_logs, 3rpynoBaHumx 3a ixHiMm TMNom gxkepena (sourcetype).

MepeKkoHyeMocs, WO nogji 3'aBuaunca Ta sourcetype BignoBigae odikyBaHoMy.

s a & N2 AKEAR L ] * » 0@ |

Puc. 12.17. Pesyasmam nowyky index=local_logs | stats count by sourcetype

CrBopumo Saved Search ta Dashboard. Y paaky nowyky Habupaemo
index=Iocal_logs sourcetype=syslog | timechart count by host span=1h
BuKkopucTaHuii 3anuT 6yaye NOrogMHHY CTaTUCTMKY KiNbKOCTI syslog-noaiit Big, KOXKHOro XocTy, Lo A0MnoMa-
rae BiCTeXyBaTu aKTUBHICTb cucTem y Yaci. 36epiraemo Moro no KHonuj Save As.

IR [+ I AP Er 5 e & O @

Puc. 12.18. Peaynbmam nowyky index=local_logs sourcetype=syslog | timechart count by host span=1h

CtBoptoemo Dashboard 3 ymeHem syslog_hourly_count Ta nepernagaemo oro y BignosigHoOMy MeHHo.
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Puc. 12.19. 36epexceHHA ma nepeznad Dashboard

Mew Dazhboard

TaKMM YMHOM MU BCTaHOBWMAM Ta HanawToBanu Splunk Free Ha cepepi Ubuntu, cTBopuan okpemoro Kopwuc-
TyBaya Ana 6e3neyHoro 3anycKy, akTMBYBa/M aBTO3aMyCcK CepBicy, ONTMMI3yBaau KoHirypauito nig obmexeHi pe-
cypcu nabopaTopHOro cepeAoBuLLa Ta HanalwToBaAN 6a3oBuiA 36ip CUCTEMHUX NOTIB.

3aBpaHHA [o nabopaTopHoi poboTu

1. PosropHytn Ubuntu Server (Macka imeHi Serv-G-N-9) 3 annailiHcy Ta niaroTyBaTu MOro 40 BCTAHOBNEHHA
Splunk (oHOBNEHHA CUCTEMMU, NEpeBipKa pecypciB, NiArotoBka pobo4oro cepenosmLla).

2. BcraHoButh Splunk Free Ha Ubuntu Ta BMKOHATK NepLlunii 3anyck 3 NPUAHATTAM NiueHsil 1 CTBOpeHHAM
AOMIHICTPATUBHOTO KOPUCTYyBaYa.

3. CtBOpWUTM OKpemOro cepsicHOro KopwucTyBada splunk, nepepatv Womy npaBa Ha Katanor Splunk Ta
HanawWTyBaTW aBTO3aNycCK cepBicy.

4. BuKoHath 6a308i CLI-HanawTyBaHHA Splunk, BKAOYHO 3i 3MiHOK MOPOry AMCKOBOrO MOHITOPUHTY ANA
nabopaTopHoro cepefoBuLa.

5. CrBoputu iHaekc local_logs, HanawTtysatM goctyn Splunk Ao cucTeMHuMX noriB Ta A0AATU MOHITOPWUHTF
/var/log/syslog Ta /var/log/auth.log.

6. BuKoHaTK H6a3oBi nowyKosi 3anuTn y Splunk, BisyanisyBaTu gaHi Ta 3a6esneunTtn goctyn ao Splunk Web 3
BigAaN1eHOT MallMHM.

KopucHi nocunaHHs
e Free. Trial. Splunk Enterprise 10.0.1

https://www.splunk.com/en _us/download/splunk-enterprise.html

e Free. Trial. Splunk Cloud Platform trial

https://www.splunk.com/en us/download/splunk-cloud.html

e  Github. Devops-school. Splunk-Download
https://gist.github.com/devops-school/3247238bfdf8a4cbaf6039ala38ba516

e Free Splunk License—Here’s How To Do It
https://kinneygroup.com/blog/splunk-free-license/

e Installing Splunk Enterprise on Ubuntu: Step-by-Step Guide
https://medium.com/@dannyopara/installing-splunk-enterprise-on-ubuntu-step-by-step-guide-b545982038c3

e Instructions for installing Splunk on an Ubuntu server
https://community.splunk.com/t5/Installation/Instructions-for-installing-Splunk-on-an-Ubuntu-server-12-04-1/m-p/106993

e Instructions for installing Splunk on an Ubuntu server
https://www.fosstechnix.com/how-to-install-splunk-on-ubuntu-24-04-Its/




