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JlaGoparopna po6ota Nel 1

AHani3 cucremuux noris i3 Wazuh (auth.log, syslog, Event Log).

Merta: HabyTi NpakTUYHUX HABWMYOK aHafi3y CUMCTEMHMX NoriB 3a gonomoroto nnatdopmm Wazuh, HaBumTuUCA
BMABNATM nofii 6e3nekn Ha OcHOBI XypHaniB auth.log, syslog Ta Event Log. O3HaomuTMcA 3 mexaHismamu
06p06KN, o¢inbTpauii Ta Knacudikauii nogi y Wazuh Dashboard, Buasutu Hesgani cnpobu asTeHTUiKay,i,
ecKanauji npmBiNeiB Ta iHWI KPUTUYHI IHUMAEHTH, WO BNAMBAOTL Ha 6e3neky iHbopMaLLiiHUX cucTeMm.

IHcTpymeHTU: rinepsizop VirtualBox, Mogenb Komn'toTepHOT Mmepeski.

TeopeTnuHi Bigomocri

Y nonepeaHix nabopatopHux poboTtax 6yno cTBOpeHO BipTyanizoBaHe cTeHAoBe cepenosulle y VirtualBox,
LLLO CKNAZAETHCA 3 TPbOX XOCTiB:

Serv-G-N-1 (Windows Server 2022) — KoHTposnep aomeHy 3 poasmu AD DS, DNS i DHCP. HanawTosaHo
Wazuh Agent gns N0KanbHOro MOHITOPUHIY pecypciB.

Serv-G-N-5 (Ubuntu Server 24.04) — cepBep Ha HanawToBaHo Wazuh Agent Ans NOKanbHOrO MOHITOPUHTY
pecypcis.

Serv-G-N-7 (Amazon Linux 2023) — cepBep Wazuh Appliance, wo mictute KomnoHeHTM Wazuh Server
(Manager, API) Ta Elasticsearch + Kibana (Dashboard)

MepexeBe cepegoBule 3abe3neyye B3aEMOLII0 MiXK By3famu 3 [OMEHHOK iHPPACTPYKTypol AnA
NoAANbLUIOrO MOHITOPUHTY ii eneMeHTIB.

Serv-G-N-1
DC/DNS/DHCP
Wazuh agent

Serv-G-N-5
Wazuh agent

NatNetwork
(Gateway)

VirtualBox Host

Serv-G-N-7
Wazuh Server

Puc. 11.1. Tononoeia mepexi

Mepesipka KoHdirypauii 36opy noris (auth.log, syslog, Windows Event Log)

MeTa: yneBHUTUCA, WO areHTM 36upatoTb HeobxigHi Axkepena norie (Ha Ubuntu — /var/log/auth.log,
/var/log/syslog; Ha Windows — xypHanu System / Security / Application) i wo uj noaii HaaxoaaTb Ha cepsep
Wazuh i Bigobpaxatotbcs y Dashboard.

< nMMepesipKa Ha xocTi Ubuntu (Serv-G-N-5)
MNiaknoyaemoca ao Ubuntu yepes SSH Ta nepeKoHYeEMOCH, LLLO NPUCYTHI CUCTEMHI }KYpHau:
Is -1 /var/log/auth.log /var/log/syslog
tail -n 30 /var/log/auth.log
tail -n 30 /var/log/syslog
MepeBipAemo cTaH areHTa Wazuh Ha xocTi:
sudo systemctl status wazuh-agent

Mepernsafaemo for areHTa, WO BiACTENKYE BiANpPaBKY No4in Ao cepsepa (AKwWwo dann noris y iHWoOMy micuj —
3HalAaiTh ossec.log scepeaunHi /var/ossec/ abo /var/log/). Mepernagaemo Ta aHani3yeMO NOMUAKM, AKILO BOHM
NPUCYTHI. Lle MoXKyTb 6yTV NOBIAOMNEHHS NPO BiAMOBY MiAKAOUYEHHS, cepTUdikaTh, NnpaBa 4OCTyny.

sudo tail -n 200 /var/ossec/logs/ossec.log
Ta nepesipAemo 3’egHaHHA [0 MeHeaKepa:
nc-vz 192.168.50.9 1514

Ha puc.11.2 npuBegeHo ¢parmeHTH NOTiB, WO AEMOHCTPYIOTb HOPMasibHY NoBeAiHKy areHTa Wazuh nig yac

po60TH pPi3HMX MOAYNIB MOHITOPUHTY Ta B3aEMOZIT 3 CEpBEPOM.
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2025/10/29 06:31:33 MosigomneHHa moayns wazuh-syscheckd: INFO: netstat not available. Skipping port
check. Mig yac ckaHyBaHHA MOAy/b HAMAraBcA BUKOHATW A0AATKOBY NepeBipKy BIAKPUTUX NOPTIB, ane He 3HanwWwos
yTUANiTy netstat. Yepes ue etan “port check” nponyuieHo.

2025/10/29 09:41:18 Moaynb: wazuh-agentd. AreHT Ha KOPOTKWI 4Yac BTpaTMB 3’€AHaHHA 3 cepBepom
Wazuh (nopt 1514/tcp — KaHan nepegadi noris). MpuumMHOO MOXKe BYTU KOPOTKE Mepe3aBaHTaXKeHHA cepsepa,
pecTtapT cnyx6mu wazuh-manager, abo KopoTKuii 36ih mepexi y VirtualBox NAT.
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Puc. 11.2. AHani3 no2y azeHma (¢halin /var/ossec/logs/ossec.log)
ma nepesipka docmynHocmi cepeepy Wazuh

Bupiwmnmo npobnemy, Wo BUKAMKaNa nosigomaeHHA moayna wazuh-syscheckd: INFO: netstat not available.
Skipping port check. Us npobnema nos’s3aHa 3 BiagcyTHicTiO yTunitm netstat, Aky Wazuh BuKopuctoBye ans
004aTKOBOI NepeBipKy BiAKPUTMX NOPTIB Nig Yac cCKaHyBaHHA LinicHOCTI. Y cydacHux aucTpmnbytmeax Ubuntu netstat
6inbwe He BXxoAMTb y 6a30BY YCTAHOBKY — BOHa MIiCTUTbCA Yy MakeTi net-tools. BctaHoBAOeEMO nakeT net-tools Ta
nepeBipAeEMO AOCTYMHICTb hetstat (odikyBaHuI pesynbTaT /usr/bin/netstat):

sudo apt update
sudo apt install net-tools -y
which netstat

Mepe3anyckaemo cnyxby areHta Wazuh

sudo systemctl restart wazuh-agent

Mepe3anyck noTpibeH, wWob moaynb syscheckd npu HacTynHoMy UMKAI NepeBipKN NOBTOPHO iHiliani3ysas yci
3aN1eXHOCTi — BK/AKOYHO 3 netstat. Yepes KinbKa XBUAKWH NicnA pecTtapTy Nnepernagaemo CBiXKi 3anmcu y aorax:

sudo tail -n 50 /var/ossec/logs/ossec.log | grep netstat

OuiKkyeTbCA, WO NOBiAOMIEHHSA “netstat not available” 6inbwe He 3’aBAATUMETLCA.

« Mepesipka Ha Windows Server (Serv-G-N-1) S P 69T R ] el VR W B

MNepesipaemo y Power Shell, wo cny»k6a areHTa 3anyuieHa: s e W — O

Get-Service -Name Wazuh*

AKLLO areHT npautoe, y noni Status 6yae 3a3HayeHo Running.

Y crapiwmnx Bepciax cnyxba Moxke MaTu iHWY HasBy, TOMy Yy pasi
noTpebu nepesBipAEMO TaKOXK:

Get-Service -Name Ossec*

MepeBipsaemo nor-dainm areHTa. MoToYHMI KypHan poboOTM areHTa po3TalloBaHuii 3a agpecoto C:\Program

Files (x86)\ossec-agent\ossec.log. lna nepernagy ocTaHHIX NoAi BUKOHYEMO KoMaHAy (puc.11.3):
Get-Content "C:\Program Files (x86)\ossec-agent\ossec.log" -Tail 50 -Wait
MapameTp -Wait £03B0ONAE Yy peanbHOMY Yaci BiACNIAKOBYBATM HOBI 3aMUCK, LLO HAAXOAATb 4,0 KYPHany.

Wazuh aBTOMaTU4YHO apXiBye CTapi *KypHanu y cTUcHyToMy dopmari .gz y KaTanosi
C:\Program Files (x86)\ossec-agent\logs\<pik>\<micayeo>\
Hanpwuknapg: C:\Program Files (x86)\ossec-agent\logs\2025\Oct\ossec-29.log.gz
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Taki ¢painiv moxKHa nepernagaTtv 3a 4OMNOMOTO YTUAIT, WO NiaATPpUMYOTe GZIP-apxisu (7-Zip, WInRAR, abo

yepes PowerShell i3 BukopuctaHHam Expand-Archive).
B Siry 2250- | [Furning] - Cride V4 Vi ey

Puc. 11.3. Mepeanad ocmaHHix nodili y ¢alini ossec.log Ha Serv-22-50-1

Ha puc.11.3 mu 6aunmo, wwo ossec.log mae nuuie 3anucu:
wazuh-agent: INFO: Starting new log after rotation.
wazuh-modulesd:syscollector: INFO: Starting evaluation.
wazuh-modulesd:syscollector: INFO: Evaluation finished.

Lle o3Hauag, wo Wazuh Agent 3anywieHuii i cnpasHo nepegae iHbopmauito npo cuctemy (syscollector = 36ip
iHpopmau,i npo OC, nakeTw, iHTepdelicu, AMCKM Towo), ane moaynb “logcollector” (36ip *KypHanis noain Windows)
abo He BBIMKHEHO, abo HanalTOBaHWI Ti/IbKM YacTKOBO (Hanpuknag, He cayxae “Security” nor).

Wazuh Ha Windows morke 36upaTtu KypHaau yepes moaynb logcollector, Akuia umTtae nogii 3

e Application
e System

e  Security
e  Microsoft-Windows-* (3a notpebu)
LLLo6 BiH no4as ue pobutn, y daini C:\Program Files (x86)\ossec-agent\ossec.conf nosuHHi 6yt po3ginu:

<localfile>
<location>Security</location>
<log_format>eventchannel</log_format> e R
</localfile> ‘Z; et

<localfile>
<location>System</location>
<log_format>eventchannel</log_format>
</localfile>

<localfile> ‘
<location>Application</location>
<log_format>eventchannel</log_format>
</localfile>

Puc. 11.4. Mepeanad HanawmyeaHs y ossec.conf
Mepernsagaemo ¢aiin KoHdirypauii (pnc.11.4) Ta 6aunmo, WO BiANOBIAHI CEKLUji y HaNaLTYyBaHHAX areHTa

NPUCYTHI. AKLWO Taknx 610KiB HEMAE — areHT He YuTaTMme nogii }ypHanis nogii Windows. Cnpobyemo BUKAMKATK

noaii Ha cepsepi, AKi CNPUUNHATL NepeBipKy NoAITUKK Be3nekn. HainpocTiwa ais — 3miHa KopucTyBaya Ha cepBepi.

Puc. 11.5. MosmopHuli nepeanad ocmaHHix nodili y ¢alini ossec.log Ha Serv-22-50-1
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Micna cTBOPEHHA HOBOrO KOPWUCTYBaya, BXOAY Mif, HUM Ta MOBEPHEHHA A0 aAMiHiCTpaTopa y norax areHTa
3’asnaTbea 3anucu (puc.11.5) npo 3anyck moaynis syscollector i SCA (Security Configuration Assessment). Le
ouikyBaHa peakuis Wazuh — nig yac 3miH y cuctemi (cTtBopeHHA 06/1iKOBUX 3anuciB, BXiZ, KOPUCTyBauiB, 3MiHa
NOJITMK) areHT aBTOMaTUYHO OHOBAKOE iIHBEHTApM3aLlito Ta NepeBipAe BiANOBIAHICTL 6e3neKoBUM NoNITUKaM. Takum
YMHOM MiaTBEPAKYETLCA, WO 36ip NoAilt 3 KaHaniB Security | System npautoe KOpekTHO.

2025/10/30 03:55:30 sca: INFO: Starting Security Configuration Assessment scan. TyT Bce aobpe: nonituka
3anyleHa i 3aBeplmnaca ycniwHo. Skipping policy ... cis_win2025.yml: 'Check that the Windows platform is
Windows Server 2025' Lle He nomunka — npocTo noJitnka ana Windows Server 2025 nponyuieHa, 60 y Hac
Windows Server 2022.

2025/10/30 07:10:31 wazuh-agent: WARNING: Server unavailable. Setting lock. KopoTkouacHa BTpaTa
3B’A3Ky 3 cepBepom (MOXKIMBO, ByB pecTapT MeHeaxkepa abo npobnema 3 mepeskero).

2025/10/30 07:10:31 wazuh-agent: INFO: (4102): Connected to the server ([192.168.50.9]:1514/tcp).
Yepes KinbKa CeKyHZ, areHT yCnilHOo nepeniaknoymMBCca — OTXKe, BCE BiAHOBMNOCA aBTOMATUYHO.

+* Mepesipka y Wazuh Dashboard (cepsep)
Biakpmsaemo y Wazuh Dashboard meHto Agents Management — Summary. CtaTyc areHTis mae 6ytu Active.
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Puc. 11.6. Mepesipka cmamycie azeHmie y Wazuh Dashboard

MNepekntoyaemocb y meHto Threat Intelligence — Threat Hunting Ta 3miHi0oeEMO npeactasneHHa 3 Dashboard Ha
Events. (serv-g-n-5, serv-g-n-1).
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Puc. 11.7. MidmeHro Events 0ns Serv-22-50-1 meHto Threat Intelligence — Threat Hunting
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[na KoxHoro areHta 6yayemo Hainpocrtiwi ¢inbTpn ans nowyky login/logoff noaint (punc.11.7). ®inbtp
MOXHa byaysaTtu yepes gogasaHHa ymos Add filter, abo BUMMKaHHAM NeBHMX TUMIB NOAiN, WO He 334,0BOJIbHAOTL
KpuTepiam ¢inbTpauii. 3BepHiTb yBary, Lo Bci AoaaHi ¢pinbTpu 36epiratoTbcs y BEPXHilA YaCTUHI LbOTO X BiKHa.
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Puc. 11.8. BioginemposaHi nodii 0as Serv-22-50-1 ma Serv-22-50-5 ma nepenik 000aHux ginempis.

AKWwo areHT nokasye Never connected / Disconnected — nepesipAemo agpecy meHeaskepa, bpaHamayepw,
noptn (1514/1515). lMepeBipAemo 4Yac cMCTeMM Ha BCiX By3nax (4yac/TaiimsoHa). MNepernsagaemo norvM areHTa
(/var/ossec/logs/ossec.log) Ta meHeaepa (/var/ossec/logs/ossec.log Ha cepsepi).

Cumynsauia HeBpanux exopis (6e3 wkigamsux ain) — 6esneyHo

MopfibHi cMmynsaLiil BUKOHYHOTbCA TiZIbKM B i30/1b0BaHUX cTeHgax VirtualBox. He npoBoabTe cnpaBkHix bpyTdopc-

aTak abo TecTiB Ha NPOAYKTUBHUX cucTemax. MNepes NoYyaTKom H6arKaHoO CTBOPUTM CHanwoT VM.

3reHepyeMO KOHTPO/IbOBaHi 3anMcK Npo HeBAani cnpobu aBTeHTUdIKaLi | nepesipumo, wo Wazuh suasnse

ix K «failed login».
< Ubuntu (Serv-G-N-5)

Y KoHdirypauii areHta Wazuh nepegbayeHo 36ip nogint i3 cuctemHoro »KypHany journald (ame. cekuito
<log_format>journald</log_format>). Tomy imiTauiitni noaii cnig cteoptoBaT KomaHaot logger, aka aBToMaTUUYHO
3anuncye NOBIAOMNEHHA Y CUCTEMHUI KypHan.

foriin{1..5}; do \
logger -p authpriv.warning "sshd[9999]: Failed password for invalid user testuser${i} from 192.0.2.1
port $((5550 + i)) ssh2"; \
sleep 1; \
done
MepeBipAemo, WO noaji 3’ABMAUCSA Y IOKaZIbHOMY KYpPHani:
sudo journalctl | grep "Failed password for invalid user testuser"

AKWoO noAii BMAHO — areHT 3umTas ix i3 journald i mae nepegatv Ha Wazuh Server.

MepeBipMmo oTpMmaHHA nogin Ha cepeepi Wazuh (serv-22-50-7 yepes KOHCO/b), A€ BUKOHYEMO KOMaHAy
ANA NOLWYKY KOHKPETHOIo KOPUCTYBaYa:

sudo grep testuser /var/ossec/logs/alerts/alerts.log
AKWO nepepaya npaue, y norax & W s A - - =

3’aBnATbCA nogii Buay: T
Nov 03 18:20:48 serv-22-50-7 -

sudo[6220]: wazuh-user : TTY=pts/0 ; Puc. 11.9. Mowyk y alerts.log kopucmysaya testuser.
PWD=/home/wazuh-user ; USER=root ; COMMAND=/usr/bin/grep testuser /var/ossec/logs/alerts/alerts.log
command: /usr/bin/grep testuser /var/ossec/logs/alerts/alerts.log
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BuBig Ha puc.11.9 o3Hayae, WO areHT ycnilWwHO Hagicnae nogito, gekogep sshd ii posnisHas, a BianosigHe
npaBu/o CNpaLLoBano.
MepeBipMmo oTpumaHHa iHpopmauii npo nogito y Wazuh Dashboard. Y sebiHTepdeliici Wazuh nepexogumo
00 meHto Threat Intelligence — Threat Hunting (Events). Y noni Search BBoanmo testuser abo "Failed password", ay
noni Agent name obupaemo serv-22-50-5. Y pe3synbTaTi NowyKy 3a KA4YoBMMKM cnoBamu abo "Failed password"
nogii He BusABaeHo. MNpoTe Nif Yac NoLWyKy 3a KAKY0BUM CNOBOM testuser 3a areHTom serv-22-50-5 BigobparkaeTbea
noais Rule ID: 5402
Rule description: “Successful sudo to ROOT executed.”
Rule level: 3
AreHT ycniWwHo nepeaae nogii 3 cMCTEMHOTO KypHany Ha cepsep Wazuh, ogHak Tectosi noaii Tuny “Failed password
for invalid user ...” He 6y iHTepNpeToBaHi CUCTEMOIO.
AKWo noaii He 3’asnanck y Dashboard, ane € B alerts.log, To npobaema y ¢inbtpax iHTepdeiicy Kibana/Elastic
(BapTo nepeBipMTK Aiana3oH 4Yacy abo iHaeKcK). AKWOo nogiit Hemae HaBiTb y alerts.log, Toai nepeBipuTh 3’€aHaHHA
areHTa (/var/ossec/logs/ossec.log).
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Puc. 11.10. MNowyk nodili 3a Kno4osum cnos8om testuser 3a azeHmom serv-22-50-5.

<  Windows (Serv-G-N-1)
CTBOpPMMO TecToBy nofito Ha cepsepi. BukoHyemo y PowerShell (3 npasamu agmiHicTpaTopa) AoaaBaHHA
TectoBoro 3anucy y Application log:
eventcreate /T ERROR /ID 1000 /L APPLICATION /SO "WazuhTest" /D "Failed logon for user testuser"

-] Rnmngl - Cradle VM ]

Puc. 11.11. CmeopeHHA mecmosoi nodii y PowerShell Ha Serv-22-50-1.

Micns reHepauji noAin Ha Serv-G-N-1 nepernsgaemo, 41 3’ aBUAUCL anepTu Ha cepeepi Wazuh:
sudo grep WazuhTest /var/ossec/logs/alerts/alerts.log

Puc. 11.12. lepeansd mecmoeoi nodii y KoHconi cepsepy Wazuh (Serv-22-50-7).
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Ha cepsepi Wazuh BUKOHYyEMO KOMaHAY:
sudo grep WazuhTest /var/ossec/logs/alerts/alerts.log
PesynbTtat:
{"win":{"system":{"providerName":"WazuhTest", "eventIiD":"1000","level":"2","channel":"Applicatio
n","computer":"Serv-22-50-1.falkovsky.net", "severityValue":"ERROR", "message":"\ "Failed logon for
user testuser\""},"eventdata":{"data":"Failed logon for user testuser"}}}
win.system.providerName: WazuhTest
Moais ycniwHoO oTpumaHa cepBepom (puc.11.12). 3 xypHany BuaHo, Wo Axepeno nogii (ProviderName)
WazuhTest, piseHb ERROR , nogjsa (Event ID) 1000, xocT: Serv-22-50-1.falkovsky.net Ta onuc: "Failed logon for user
testuser"
Biakpmeaemo Wazuh Dashboard — Threat Hunting (Events). Y ¢inbTpax obupaemo BignosigHuinAgent (serv-
g-n-1 1a y noni nowyky BBogumo WazuhTest a6o EventlD:1000. Mepesipsaemo nigkasku/alert cards, ge mae
3’ABUTUCH BignoBigHa nogin/anapm.
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Puc. 11.13. Mepeanad mecmosoi nodii y Wazuh Dashboard.

AKWO nogiji He 3'ABUNCb, BUKOHYEMO LUBUAKY AiarHOCTUKY. MepeBipaemo, un areHT Active y Dashboard. Ha
areHTi NepeBipAEMO, WO BiH YATAE BiANOBIAHWI KypHan:

Ubuntu: /var/ossec/etc/ossec.conf mae <localfile> dna /var/log/auth.log / syslog.

Windows: ossec.conf mae <location>Security | System | Application</location> (eventchannel).

MNepeBipAemo noru areHTa:

Ubuntu: sudo tail -n 200 /var/ossec/logs/ossec.log

Windows: Get-Content "C:\Program Files (x86)\ossec-agent\ossec.log" -Tail 100

Y norax meHez Kepa Ha cepBepi WYyKAaEMO NOMUAKK 3’ €AHaHHA, BiaxuneHi noaii abo nomuaku posbopy:
sudo tail -n 200 /var/ossec/logs/ossec.log
sudo tail -n 200 /var/ossec/logs/alerts/alerts.log

Cumynsauisa iHumgeHTy FIM (File Integrity Monitoring)

MexaHiam FIM (File Integrity Monitoring) y Wazuh 3abe3neuye KOHTPO/Ib LiNICHOCTI KPUTUYHUX daliniB Ta
KaTasioris, BiCTEXYOUM Byab-AKi 3MiHW — CTBOPEHHSA, pefarysaHHA abo BuaaneHHs. MepesBipumo npauesaaTHicTb
FIM Ha TecToBOoMy daitni.

«* Ubuntu (Serv-G-N-5)

BiakprBaemo KoHdirypauinHuin ¢aiin areHta Wazuh
/var/ossec/etc/ossec.conf, 3Haxogmmo cekujio <syscheck>Tta & BRI RN
OO0MAEMO Y Hilt LWNAXN A0 TECTOBUX KaTaJloOriB, WO CKaHYHOTbCA
Y peanbHoMYy Yaci:
<directories realtime="yes"
report_changes="yes">/tmp</directories>
<directories realtime="yes"
report_changes="yes">/root</directories>

realtime="yes" BMWKae MWUTTEBUIA KOHTPO/b 3MiH danny —
He noTpibHO nepioa, AKMI 3agaHO NokasHMKom frequency y Puc. 11.14. PedazysaHHA Ha
il »Ke ceKuii. 36epiraemo 3MiHM Ta Nepe3anycKaemMo areHTa: /var/ossec/etc/ossec.conf
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sudo systemctl restart wazuh-agent

CtBOpMMO i 3MiHMMO dain. Lla nocnigosHictb ain & luckratliery 22205 - - = .
M€ BUKANKaTK reHepauito FIM-cnosiweHHA: :
echo "test" [ sudo tee /tmp/wazuh_test.txt
sudo chmod 644 /tmp/wazuh_test.txt
echo "changed" | sudo tee -a /tmp/wazuh_test.txt

MepeBipAemo Yn oTpMmaHo nogii Ha cepsepi Wazuh. BUKOHHYEMO KOMaHAy:
sudo grep wazuh_test /var/ossec/logs/alerts/alerts.log
Ha puc.11.15 nokasaHuit pesynbTaT nepernsgy yKoHconi, ae 3’sasunmnca 3anucu FIM-cnosilweHHA, Lo
NiATBEPAMKYE BUAB/IEHHA 3MiH areHTOM Ta nepeady uiei iHdopmauii Ha cepsep Wazuh.

9 WIELIT - s g e 28 50T T

Puc. 11.15. Mowyk 3anucie FIM-crniosiujeHHs y alerts.log Ha cepeepi Wazuh

Mepesipka y Wazuh Dashboard BMKkoHyeTbcA y meHio Endpoint security — File & 3 = R
Integrity Monitoring. ¥ ¢inbTpax obupaemo BignosigHMn Agent Ta HafalWTOBYEMO
Bi4NOBIAHI KOpUCTyBaLbKi GinbTpy.

%  Windows (Serv-G-N-1) T T—

Ona cumynauii Ha Windows (ans KoHTponepa pomeHy) y aupektopii C:\
CTBOPIOEMO dana Ta BHOCUMO Y HbOFO 3MiHU:

echo "test" > C:\wazuh_test.txt Duerde
echo "changed" >> C:\wazuh_test.txt

Yepes 1-2 xBuAuMHM noaii byae nepepsaHo areHTom Ao cepsBepa Wazuh.
MNepesipKa y Dashboard BMKoHyeTbcA aHanoriuHo nepesipui ana Ubuntu (Serv-G-N-5) S Erdpaing securlty

Takum 4YMHOM MW BMEBHWUAMUCL, WO cuctema Wazuh ycniwHO BUABNSAE (R e o
CTBOpPEHHA Ta 3MiHy ¢alnis, popmye nogii KoHTponto uinicHocti (FIM-Alerts) i ol M
nepedac ix Ha cepsep ANA NOAANbIIOFO aHanisy Yepes Dashboard. MexaHism FIM | Eicceancebiorcones |
MOKe 6YyTM BUKOPWUCTAHUIN ANA MOHITOPUHIY CUCTEMHUX KOHirypauinHux dainis, Puc. 11.16. MeHio FIM
NosIiTUK Be3NeKM Ta BaXKNNBUX ANPEKTOPIN KOPUCTYBaYiB.

= | W. Croansisy

(i Hame

(1 Esplore

Imitauia iHgukaTtopa kKomnpomeHTauii (EICAR) — 6e3neyHo

EICAR-TecT — Ue cneuia/sibHO CTBOPEHUIN Be3nevyHnin TEKCTOBUIM dain, SKMIA BUKOPUCTOBYETLCA ANA Nepesip-
KM pobOTM aHTUBIPYCHMX CUCTEM, MOAYNIB AeTeKuii wKigansoro M3 Ta iHWwKx 3acobiB 6e3neku, Takux Ak Wazuh, 6e3
YKOZHOro PU3KNKyY 3aparkeHHs. AbpesiaTypa EICAR — European Institute for Computer Antivirus Research.

Ue#n daiin 6yB po3pobieHunii EBpONencbKMM iHCTUTYTOM KOMM'IOTEPHMUX aHTUBIPYCHUX aocnigxeHb (EICAR) y
cnisnpaui 3 CARO (Computer Antivirus Research Organization). Moro meta — HagaTh yHiBepcasbHUIA, CTaHAAPTH-
30BaHMI cnocib nepesBipKM peakLii aHTUBIPYCHUX | MOHITOPUHIOBUX cucTeM 6e3 BUKOPUCTaHHA peasibHOro LWKigan-
BOrO KoAy.

BmicT EICAR-TeCTy BUrnAQaE TakK:

X50!P%@AP[4\PZX54(P7)7CC)7}SEICAR-STANDARD-ANTIVIRUS-TEST-FILEISH+H*

Liei pagoK He MiCTUTb XKOAHUX LWKIANIMBUX iHCTPYKLiN, ane iMiTye CUrHaTYpy Bipycy, OCKi/IbKM BinbLicTb aH-
TMBIpYCiB MatoTb y CBOIX Ha3ax AaHWX crewjanbHy CUFHATYPY ANA UbOoro WabnoHy. Moro MosxHa po3micTUTM y 38u-
yaiHomy TekcToBomy daiini (Hanpuknag /tmp/eicar.txt), i cuctema 6e3nexkn mae BigpearyBatv Ha HbOrO AK Ha no-
TeHUiHO Hebe3neyHnit 06’eKT.

Takum YnHOM, Lel daiin [03BONAE NPOTECTYBATH, UM AareHT BUABMEHHA WKIAAMBUX Nporpam (Hanpuknag, y
Wazuh, Windows Defender, ClamAV ToL0) akTUBHO Npautoe. [lae 3mory nepesipuT, Y cMcTemMa KOPEKTHO dop-
Mye noBigomneHHs (alert) Ta nepekoHaTtucs, Wo nogji nepeaatoTbca A0 SIEM abo aHaniTUYHOI KOHcoi (Y Hawomy
Bunagky — Wazuh Dashboard).

EICAR — eanHuit odiuiiHO 3aTBEpAXKEHUI Be3neyHnin TectoBnin “Bipyc”, AKMIM gonycKaeTbca aas naboparo-

PHUX i HaBYaNbHUX PObIT. 3a60POHEHO BUKOPUCTOBYBATU abo NOLIMPIOBATU peasibHi WKigANBI 3pa3Ku HaBITb
Y HaBYaNbHUX LLiNAX.
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BignosigHO A0 cueHapito emynALii BipyCHOI aTaku 3 AOKYMeHTaL,ii NpoayKTy, yBiMKHEMO Ha cepsepi Wazuh
FIM pnsa moHiTopuHry, iHTerpauito VirusTotal (aBTomaTuyHa nepesipka yepes APl 6yab-aKMx HOBUX ab0 3MiHEHUX
dainis y aupekropii /root, HagicnaHmx areHtom FIM), Active Response (aBTomaTuuHe BuaaneHHsa ¢ainy, AKiLo
VirusTotal BuaBuTb Moro AK WKigNMBKUI) Ta NpaBuna Ana cTBOpeHHs cnosilweHb B Dashboard npo ycniwHe abo Hey-
cnilwHe BUAANEHHS.

Peparyemo ¢ain npasun Wazuh /var/ossec/etc/rules/local_rules.xml, nopatwoun y KiHeup daiiny cekuii:

<group name="syscheck,pci_dss_11.5,nist_800_53_SI.7,">
<!-- Rules for Linux systems -->
<rule id="100200" level="7">
<if_sid>550</if_sid>
<field name="file">/root</field>
<description>File modified in /root directory.</description>
</rule>

<rule id="100201" level="7">
<if_sid>554</if sid>
<field name="file">/root</field>
<description>File added to /root directory.</description>
</rule>
</group>
<group name="virustotal,">
<rule id="100092" level="12">
<if_sid>657</if_sid>
<match>Successfully removed threat</match>
<description>S(parameters.program) removed threat located at
S(parameters.alert.data.virustotal.source.file)</description>
</rule>
<rule id="100093" level="12">
<if_sid>657</if_sid>
<match>Error removing threat</match>
<description>Error removing threat located at S(parameters.alert.data.virustotal.source.file)</description>
</rule>
</group>

[na oTpumaHHA 6eskolwToBHoro Virus Total APl knto4a, nepexoanmo Ha canuT
https://www.virustotal.com/gui/join-us Ta cTBOPOEMO HE3KOLITOBHUI aKayHT. [Py CTBOPEHHI aKayHTY BUKOPUCTO-
BYEMO BJ/IAaCHY €/IeKTPOHHY MOWwTy, Ae NiATBEPAKYEMO peecTpaLito. Micna Bxoay B aKayHT HAaTUCKAEMO Ha CBiN Npo-
¢inb (iKoHKa y NpaBomy BepXHbOMY KyTi CaliTy) Ta o6bupaemo nyHKT “API key”. Tam moxHa nepernaHyt, abo cKo-
nitoBatn y 6ydep o6MiHy CBilt nepcoHanbHMUI KAtod. Koy BUTNSAAE AK OBIMA PALOK NaTUHCbKMX CUMBOIB | LMdp.

Konitoemo ueit kntou. BiH 3Hapobutsca ans dainy /var/ossec/etc/ossec.conf.

Be3KOLTOBHUIA KN4 MaE OBMEXKEHHA: MakCUMyM 4 3anuUTK 33 XBUMAWHY. [1A HAWOro TecTy LbOro LinKom
AocTaTHbo. AKwo Wazuh yacto ckaHye ¢painnn, MoxkHa 3pobuTH Naysy Mix Tectamu.

Y daitni KoHirypauii /var/ossec/etc/ossec.conf nopaemo 610KM y KiHelb 3aranbHoi cekuii <ossec_config>,
nepea cekuieto <cluster> O60oB’A3koBo 3amiHtoemo YOUR_VIRUS_TOTAL_API_KEY Ha snacHuit Virus Total APl key.

& [T TR T

<integration>
<name>virustotal</name>
<api_key>YOUR_VIRUS_TOTAL_API_KEY</api_key>
<rule_id>100200,100201</rule_id>
<alert_format>json</alert_format>

</integration>

<ossec_config>
<command>
<name>remove-threat</name>
<executable>remove-threat.sh</executable>
<timeout_allowed>no</timeout_allowed>
</command>

<active-response>
<disabled>no</disabled>
<command>remove-threat</command>
<location>local</location>
<rules_id>87105</rules_id>
</active-response>



https://www.virustotal.com/gui/join-us
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Mpwn poaaBaHHI iHTerpauinHux 610KiB y ossec.conf BaxaMBo nam’ataTu, WO He NOTpPibHO obroptatv 610K
apyrum <ossec_config> — 1ioro Tpeba nNpocTo BCTaBUTM BCcepeamHy icHytodoro <ossec_config>, nepepg <cluster>.
IHaKLWe npu nepesanycky KoHoirypauii wazuh-manager Bugactb NOMUKY Ha aybnikat Tery <ossec_config>

Mepe3anyckaemo cepsic:

sudo systemctl restart wazuh-manager

Ona imiTauii 3sapaxkeHHsa Ha Ubuntu-areHTi BUKOHYEMO KOMaHAy 3aBaHTaXKeHHs 6e3ne4yHoOro TecToBOro 3pas-

Ka aHTUBIPYCHOI iIHAYCTPIi:
sudo curl -Lo /root/eicar.com https://secure.eicar.org/eicar.com && sudo Is -lah /root/eicar.com

1 -

2 shidantdeen-

Puc. 11.17. 3asanmasicennss EICAR na cepsep Ubuntu Serv-22-50-5.

Yepes 1-2 xsunumHu nepexoammo o Wazuh Dashboard — Endpoint Security — Malware Detection,
obupaemo BianoBiaHUI Agent Ta MOXKeMo HanalTyBaTH BiANOBIAHI KOpUCTYBaLbKi GinbTpu. Hanpuknag
rule.id:(87105). B nogisax mae 3’asutuch wock Tnny «VirusTotal: Alert - /root/eicar.com», puc.11.18.
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Puc. 11.18. Endpoint Security — Malware Detection. I100is «VirusTotal: Alert - /root/eicar.com»
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«» CrBopeHHa EICAR Ha Windows (areHT)

Mig, yac BMKOHaHHA aHanoriyHoro Tecty Ha Windows-areHTi cnig BpaxyBaTu, Wwo BbyaoBaHi aHTUBIpYCHi 3a-
cobu (Hanpuknag, Microsoft Defender) moxyTb aBToMaTUYHO BUAAAUTM a0 MOMICTUTU TeCTOBMIA GaiN Y KapaHTUH
0A4pasy nicns Moro CTBOpeHHs. Lie € HOpManbHOI NOBEAiIHKOK CUCTEMM 3aXMCTY i HE BKA3y€e Ha NOMWJIKY B poboTi
areHTa Wazuh.

Mepeesipka 3aeaHmaxceHHa abo cmeopeHHs EICAR-¢paiiny Ha KoHmponepi domeHy He e8xo0umb 00
0608’a3Ko8uUX 3a80aHb yiel nabopamopHoi pobomu, ocKinoKu aHmusipycHa noaimuka Windows Server 3a
3amoeyyeaHHAM 670Kye maki Oii. JocmamHbo UKOHAMU mecmyeaHHA Ha Linux-azeHmi 0ns nidmeep-
O0xceHHA npaye3damHocmi iHmezpayii 3 VirusTotal.
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3aBaaHHA oo nabopaTopHoi poboTHn
1. NepeBiputn poboty mexaHizmy File Integrity Monitoring (FIM) Ha arenTi Ubuntu (Serv-G-N-5) wnaxom
CTBOPEHHA Ta 3MiHM TecToBOro daliny.
2. HanawTtyBatu iHTerpauito Wazuh — VirusTotal Ha cepBepi (Serv-G-N-7) ana nepeBipKku HOBMX abo 3MiHEHUX
dainnis.

3. CrBopwuTtu npasuna ana obpobkm nogiit FIM Ta nepesipku dainis uepes VirusTotal.

4. YBiMKHYTU Active Response gna aBTOMaTMYHOIoO BUAANEHHA BUABAEHMX 3arpos.

5. ImiTyBaT iHUMAEHT 3a gonomoroto TectoBoro ¢dainy EICAR i nepeBiputu peakuito cuctemmn y Wazuh
Dashboard.

6. 3pobuTn BMCHOBOK Npo B3aemogito FIM, VirusTotal i Active Response y npoueci BUABNEHHA Ta pearyBaHHsA
Ha 3arposmu.

KopucHi nocunaHHs
o Navigating the Wazuh dashboard

https://documentation.wazuh.com/current/user-manual/wazuh-dashboard/navigating-the-wazuh-dashboard.html

e BuasneHHs aHomanin 3a gonomoroto Wazuh
https://corewin.ua/blog/enhancing-it-security-with-anomaly-detection/

e Bukopuctanna Wazuh gna mogeni 6esnekun Zero Trust
https://corewin.ua/blog/leveraging-wazuh-for-zero-trust-security/

e EICAR - European Institute for Computer Antivirus Research.
https://www.eicar.org/

o Wikipedia. EICAR-Test-File
https://en.wikipedia.org/wiki/EICAR-Test-File

e Detecting and removing malware using VirusTotal integration
https://documentation.wazuh.com/current/proof-of-concept-guide/detect-remove-malware-virustotal.html



https://documentation.wazuh.com/current/proof-of-concept-guide/detect-remove-malware-virustotal.html

